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Shyield Consulting is a boutique privacy and data protection consultancy that 
provides comprehensive advice to assist organisations manage risk and build 
trust with customers. Our industry expertise enables us to devise actionable 
solutions that complement existing processes and align with our clients' busi-
ness objectives, ensuring consistent value generation. We work with our part-
ners to achieve measurable results and meet compliance requirements.  

Insight that yields results

By partnering with us, you can expect dynamic engagement but consistent 
attention to detail throughout every interaction. We offer services spanning 
the entire privacy programme operational life cycle, from conducting risk 
assessments through drafting company-wide policies to operationalising 
policy requirements. Utilising a versatile service delivery model, we are able to 
assist clients with assignments on a project-by-project or on a retainer basis.
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 Virtual Privacy Officer

 Our unique Virtual Privacy Officer service delivers the value of having an  Our unique Virtual Privacy Officer service delivers the value of having an 
in-house privacy expert for a fraction of the cost. It allows you to leverage our 
expertise whenever you need it, so you can benefit from a tailored privacy 
advice on time. Being a retainer based agreement, you can request our 
involvement at a convenient for you time, making sure you access tailored 
advice when you encounter any privacy issues. It is as simple as having some-
body to call when you are uncertain about how navigate the complex field of 
privacy regulation. privacy regulation. 

The entire suite of privacy services is available through the Virtual Privacy Offi-
cer service.

Compliance bundles

  Each of the three Compliance Bundles offers you structure and clarity of 
execution on a by-project basis. The Core bundle is designed for start-ups 
and small companies just starting their compliance journey. The Comprehen-
sive bundle is our most popular offering, providing companies of all sizes with 
a risk-based approach to tackling privacy compliance. The Complete bundle is 
preferred by companies operating within highly-regulated industries such as 
healthcare, financial services and technology. It sets out an exhaustive list of 
items that necessary for establishing a long-term, viable privacy programme.items that necessary for establishing a long-term, viable privacy programme.

Individual services can be added to each bundle to best suit your organisa-
tion’s needs.
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 Not sure what you need?

 You can review the list below to find out more about what our individual 
services entail or you can schedule a free consultation with us and we will 
help you tailor the services to suit your organisation’s needs.
 
- - Gap analysis – Questionnaire designed to assess your level of compliance 
with relevant privacy laws, regulations and best practices.
- Privacy programme roadmap – Strategic, actionable plan that sets the 
steps your organisation needs to meet compliance requirements as well as 
recommendations on how to tackle these issues.
- - Data inventory – Comprehensive register of data assets, showing what 
types of data your organisation processes, where it is stored and how it flows 
through your organisation. Includes an Article 30 GDPR template where 
required.
- - Privacy notice and policies – Custom privacy notice, detailing to custom-
ers and external stakeholders how you process their information. Also, a cus-
tomisable package of internal policies such as human resources policies (how 
you manage employee data), accessible use policies (how your technological 
assets are used) etc., which are tailored to your individual needs.
- Cookie consent – Assessment of your designated vendor that would 
inform our risk-based recommendation on the implementation of your pre-
ferred cookie consent tool.
- Marketing compliance – Evaluation of your marketing initiatives, ensur-
ing you are not processing excessive sets of personal information, not storing 
personal information unnecessarily and so forth.
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- Vendor assessment – Assessment and update of the vendor manage-
ment process for new and existing vendors, including review of vendor con-
tracts, terms of service, data protection addendums.
- Information requests – Operationalised process for the handling of data 
subjects’ requests, including subject access requests, deletion, rectification 
and so forth.
- Data protection impact assessments – Design and implementation of a 
process for conducting data protection impact assessments as well as sup-
port in completing individual assessments. Includes Privacy Impact Assess-
ments where applicable.
- Training – Online or in-person educational seminars on data privacy mat-
ters. Can be tailored to individual roles, departments or be delivered on a com-
pany-wide basis. Also, can be extended into the continued operation of aware-
ness campaigns, designed to keep the workforce abreast of developments 
and their practical implications for the organisation.
- Incident response planning – Planned framework that outlines the 
steps your organisation will undertake in the case of a privacy incident or a 
data breach. Includes issues such as internal as well as external stakeholder 
involvement, escalation process, scoring system, incident register etc.
- Privacy by design – Embedding privacy considerations into the product 
development cycle, ensuring minimal compliance-related costs throughout 
the post-launch phase.
- - Privacy assurance – Developing a reporting tool to feedback data from 
key privacy metrics to the Board of Directors, Audit Committee or Executive 
Leadership.
- Legislative monitoring – Monthly legislative brief, capturing relevant 
legal and enforcement developments to keep you abreast of regulatory 
changes.


